
DISABLING OF ACCOUNTS AFTER 30 DAYS INACTIVITY 
 
The requirement for disabling accounts after 30 days due to nonuse is a Security 
Technical Implementation Guidelines (STIG) requirements mandated by DISA which 
stipulates that all accounts are to be disabled after 30 days of inactivity/no access.   
 
Our CIO also has stipulated in a DLA policy letter dated 6 November 2014 citing the 
same requirement. Due to our security requirements DLA is not able to implement 
policies or settings to the MEDALS application without any processes to disable 
accounts that are inactive. 
 
A good practice to avoid important accounts from becoming disabled is to set a 
calendar reminder to log into these accounts before they expire. 
 


